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У статті здійснено комплексний аналіз правових аспектів укладення договорів онлайн-
тренувань в електронній формі як сучасного різновиду договорів про надання послуг у циф-
ровому середовищі. Розкрито правову природу таких правовідносин, визначено особливос-
ті статусу замовника, виконавця та цифрової платформи з урахуванням вимог Цивільного 
кодексу України, Законів України «Про електронну комерцію», «Про електронні довірчі 
послуги» та інших нормативних актів.

Окрему увагу приділено механізмам волевиявлення сторін у цифровому форматі: реєстра-
ції на платформі, електронним позначкам-згодам, одноразовим ідентифікаторам та викорис-
танню електронних підписів. Проаналізовано способи фіксації факту укладення та виконан-
ня договору, зокрема лог-файли, електронні транзакції, історію доступів та цифрові записи 
тренувальних сесій.

Досліджено істотні умови договору онлайн-тренування, включаючи предмет послуги, 
порядок оплати, розклад, технічні вимоги, правила повернення коштів та межі відповідаль-
ності сторін. Окреслено ключові правові ризики: неналежну ідентифікацію користувача, 
застосування ненадійних електронних підписів, технічні збої, порушення обов’язку інфор-
мування та проблеми захисту персональних і чутливих даних.

На основі аналізу європейських стандартів, зокрема GDPR та Директиви 2019/770/ЄС, 
сформульовано пропозиції щодо вдосконалення національного законодавства: унормуван-
ня дефініції «онлайн-тренування», уточнення правил ідентифікації, удосконалення вимог до 
цифрових доказів та посилення гарантій споживачів. Результати дослідження мають практич-
не значення для тренерів, цифрових платформ, юристів і користувачів, сприяючи підвищенню 
правової визначеності та безпеки електронних правочинів у сфері тренувальних послуг.

Ключові слова: онлайн-тренування; електронний договір; дистанційні послуги; елек-
тронна форма правочину; цивільно-правове регулювання.

Pak Olena. Legal aspects of concluding online training contracts in electronic form
The article provides a comprehensive analysis of the legal aspects of concluding online training 

contracts in electronic form as a modern type of contracts for the provision of services in a digital 
environment. The legal nature of such legal relations is disclosed, the features of the status 
of the customer, the performer and the digital platform are determined, taking into account 
the requirements of the Civil Code of Ukraine, the Laws of Ukraine “On Electronic Commerce”, 
“On Electronic Trust Services” and other regulatory acts.

Particular attention is paid to the mechanisms for expressing the will of the parties in digital 
format: registration on the platform, electronic consent marks, one-time identifiers and the use 
of electronic signatures. Methods of recording the fact of concluding and executing the contract 
are analyzed, in particular log files, electronic transactions, access history and digital records 
of training sessions.

The essential terms of the online training contract are investigated, including the subject 
of the service, payment procedure, schedule, technical requirements, refund rules and limits 
of liability of the parties. Key legal risks are outlined: improper user identification, the use 
of unreliable electronic signatures, technical failures, violation of the obligation to inform, 
and problems with the protection of personal and sensitive data.

Based on the analysis of European standards, in particular the GDPR and Directive 2019/770/
EU, proposals are formulated to improve national legislation: standardizing the definition 
of “online training”, clarifying identification rules, improving requirements for digital evidence, 



110

ІСТОРИКО-ПРАВОВИЙ ЧАСОПИС No 2 (25), 2025

and strengthening consumer guarantees. The results of the study have practical significance 
for trainers, digital platforms, lawyers, and users, contributing to increasing legal certainty 
and security of electronic transactions in the field of training services.

Key words: online training; electronic contract; distance services; electronic form 
of transaction; civil law regulation.

Стрімкий розвиток цифрових техноло-
гій та зростання популярності онлайн-тре-
нувань як різновиду дистанційних послуг 
зумовлюють потребу в чіткому правовому 
регулюванні порядку їх укладення та вико-
нання. Незважаючи на наявність базових 
норм цивільного законодавства та спеці-
альних актів у сфері електронної комерції, 
правова природа договорів онлайн-тре-
нувань залишається недостатньо визна-
ченою. Особливої актуальності набувають 
питання встановлення належного волеви-
явлення сторін, застосування електронних 
підписів, підтвердження особи споживача 
та виконавця, фіксації істотних умов дого-
вору й доказування факту його укладення 
у цифровій формі. Відсутність єдиного під-
ходу до кваліфікації таких договорів ство-
рює правову невизначеність, яка усклад-
нює захист прав споживачів та виконавців 
тренувальних послуг. Крім того, сфера 
онлайн-тренувань характеризується широ-
ким використанням персональних даних, 
відеоматеріалів, індивідуальних консуль-
тацій, що підвищує ризики неправомірної 
обробки інформації та порушення конфі-
денційності. У цих умовах виникає нагальна 
потреба у комплексному правовому аналізі 
електронної форми договору онлайн-трену-
вань та виробленні підходів, які забезпечу-
ватимуть баланс інтересів сторін, юридичну 
визначеність і належний рівень цифрової 
безпеки.

Питання електронної форм правочинів, 
цифрового середовища та природи дого-
ворів, укладених через мережу Інтернет, 
висвітлювалися в роботах як українських, 
так і зарубіжних дослідників [1].

Специфіці електронної форми договору 
та електронної комерції приділено увагу 
у працях Блажівська Н. Є. електронний 
договір розглядається як різновид цивіль-
ного договору, у якому волевиявлення 
сторін фіксується через інформаційно-
комунікаційні технології [1]. Вчені акцен-
тують увагу на тому, що електронний пра-
вочин не змінює змісту цивільно-правових 
зобов’язань, але істотно трансформує 
механізми волевиявлення та доказування 
його дійсності.

Н. Кузнєцова та О. Довгерт наголо-
шують, що електронна форма договору 
вимагає наявності альтернативних спо-
собів ідентифікації сторін і створює нові 
моделі поведінки контрагентів у цифро-
вому середовищі [6].

Європейські дослідники, зокрема Сици-
ліані П., Рієфа К., Гампер Г. (Siciliani P., 
Riefa Ch., Gamper H, підкреслюють важ-
ливість юридичної нейтральності техно-
логій та необхідність однакового право-
вого режиму для традиційної та цифрової 
форми договору [10].

Щодо волевиявлення та електронних 
підписів наголощено у дослідженнях Кос-
сак В.М. Герц А.А., що електронний під-
пис забезпечує належний рівень автенти-
фікації сторони договору, проте потребує 
диференційованого підходу залежно від 
виду підпису (кваліфікований, удоскона-
лений, простий) [9].

Європейські автори – Лемлі М. А., 2018 
(Lemley M. A) розглядають електронні 
підписи як ключовий інструмент довіри 
в електронних транзакціях та відзначають 
ризики використання некваліфікованих 
засобів ідентифікації [11].

Істотні умови електронних договорів 
і захист прав споживачів розглядалися 
у працях В. Коссака, він підкреслює, що 
головною проблемою електронних дого-
ворів є належне інформування споживача, 
оскільки саме від цього залежить дійсність 
згоди та можливість ефективного захисту 
прав у разі спору [9].

У роботах Роуботтом Дж., (Rowbotom J.) 
акцентується увага на тому, що цифрове 
середовище створює додаткові ризики 
асиметрії інформації між платформою 
та користувачем, що потребує законодав-
чого уточнення правового статусу online-
платформ як посередників [19].

Вчені наголошують, що електронні сер-
віси, пов’язані з обробкою зображень, 
відео, голосу або медичних даних, ство-
рюють підвищені ризики порушення кон-
фіденційності, вони, зазначають, що GDPR 
вимагає дотримання принципів мінімізації 
даних, прозорості та відповідальності, що 
є ключовим і для онлайн-тренувань [18].
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Зарубіжні дослідники Philip N Argy, Ruth 
Cannon, Steve Coughlan, Robert J. Currie, 
Brian W. Esler, Julien Hofman (Філіп Н. Арґі, 
Рут Кеннон, Стів Кофлін, Роберт Дж. Каррі, 
Браян В. Еслер, Жульєн Хофман) аналізу-
ють функціонування цифрових платформ, 
підкреслюючи їх роль як регуляторів пове-
дінки користувачів та їхній вплив на дого-
вірний процес [16].

Метою статті є комплексний аналіз 
правових аспектів укладення договорів 
онлайн-тренувань в електронній формі, 
з’ясування особливостей їх правової при-
роди, визначення істотних умов та специ-
фіки волевиявлення сторін у цифровому 
середовищі, а також виявлення основних 
ризиків і прогалин чинного законодавства 
України у сфері електронних правочинів. 
Стаття спрямована на розроблення теоре-
тично обґрунтованих та практично орієн-
тованих пропозицій щодо удосконалення 
цивільно-правового регулювання онлайн-
тренувальних послуг, підвищення рівня 
правової визначеності, безпеки та захисту 
прав учасників таких правовідносин.

Правове регулювання укладення догово-
рів онлайн-тренувань в електронній формі 
ґрунтується на поєднанні норм цивільного 
законодавства та спеціальних законів, що 
визначають статус електронного право-
чину, умови його чинності та вимоги до 
використання електронних засобів іден-
тифікації. Відповідно до ст. 205 Цивіль-
ного кодексу України (далі – ЦК України), 
правочин може вчинятися в усній, пись-
мовій або електронній формі, а електро-
нний документ прирівнюється до письмо-
вої форми правочину за умови належного 
волевиявлення та фіксації змісту (ст. 207 
ЦК України). Таким чином, договір онлайн-
тренування, укладений через електронну 
платформу, електронну пошту або мобіль-
ний застосунок, вважається таким, що 
відповідає письмовій формі, якщо містить 
ідентифікацію сторін і їх волевиявлення 
щодо прийняття умов договору.

Ключовим нормативним актом для ана-
лізу правового статусу електронного дого-
вору є Закон України «Про електронну 
комерцію» (2015 р.), який визначає меха-
нізм укладення електронного договору, 
порядок акцепту оферти, способи підтвер-
дження згоди споживача та юридичну силу 
електронних повідомлень. Згідно зі ст. 11 

цього Закону, електронний договір уклада-
ється шляхом: 1) направлення електронної 
оферти; 2) її акцепту шляхом здійснення 
дій, які логічно пов’язані з прийняттям про-
позиції, зокрема натискання на кнопку 
«Погоджуюсь», оформлення замовлення 
або реєстрація на платформі. У контексті 
онлайн-тренувань це означає, що моментом 
укладення договору є підтвердження клі-
єнтом згоди на оплату тренінгу або підпи-
сання абонементу через особистий кабінет.

Особливе значення має Закон Укра-
їни «Про електронні довірчі послуги» 
(2017 р.), який визначає правовий статус 
електронного підпису. Відповідно до ст. 18 
цього Закону, кваліфікований електро-
нний підпис прирівнюється до власноруч-
ного, а удосконалений електронний підпис 
може застосовуватися у багатьох сферах 
цивільних правовідносин. У сфері онлайн-
тренувань найчастіше застосовується 
простий електронний підпис (реєстра-
ція облікового запису, SMS-верифікація, 
підтвердження через e-mail), який закон 
визнає достатнім для укладення договору, 
якщо сторони попередньо погодили умови 
його використання. Однак застосування 
простих підписів створює ризики неналеж-
ної ідентифікації сторін та оспорювання 
дійсності договору, що є однією з осно-
вних проблем цифрових правочинів.

Не менш важливим для договорів онлайн-
тренувань є дотримання вимог законодав-
ства у сфері захисту персональних даних. 
Згідно зі ст. 2 Закону України «Про захист 
персональних даних», будь-яка інформація 
про фізичну особу, зокрема зображення, 
відеозаписи, дані стану здоров’я або фізич-
ної активності, є персональними даними 
та потребує згоди суб’єкта на їх обробку. 
Проблематика особливо актуальна для 
онлайн-тренувань, оскільки процес надання 
послуг часто пов’язаний зі збиранням 
відеозаписів вправ, фізичних параметрів 
клієнта, медичних показників, фотографій 
техніки виконання та іншої інформації, чут-
ливої з точки зору конфіденційності. Ст. 6 
Закону зобов’язує виконавця забезпечити 
інформування клієнта про мету та обсяг 
обробки даних, що нерідко порушується 
малими тренувальними платформами.

Законодавче регулювання електронних 
доказів має безпосередній вплив на вирі-
шення спорів щодо електронних договорів. 
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Відповідно до ст. 100 Цивільного про-
цесуального кодексу України електро-
нними доказами визнаються інформація 
в електронній формі, метадані, електронні 
повідомлення, записи з мобільних додат-
ків, дані журналів подій тощо. Для сфери 
онлайн-тренувань це означає, що фак-
том укладення договору може слугувати 
лист-підтвердження, лог-файли системи, 
скриншоти платежів або дані з електрон-
ного кабінету клієнта. Однак відсутність 
чітких стандартів автентифікації цифрових 
доказів створює правову невизначеність, 
яка потребує нормативного уточнення.

Важливими є також положення Закону 
України «Про захист прав споживачів», 
який передбачає обов’язок виконавця 
надавати повну і достовірну інформацію 
про послугу, умови її надання та можли-
вість відмови. У контексті онлайн-тре-
нувань це включає обов’язок розкриття 
кількості тренувань, тривалості доступу 
до матеріалів, вимог до технічного забез-
печення та умов повернення коштів.

Аналіз національних норм засвідчує, 
що Україна рухається у напрямі гармо-
нізації із європейським правом. Регла-
мент ЄС № 910/2014 (eIDAS) встановлює 
стандарти електронної ідентифікації, які 
Україна імплементує поступово, а GDPR 
визначає підвищені вимоги до обробки 
персональних даних, що є орієнтиром для 
удосконалення українських норм у сфері 
дистанційних послуг.

Узагальнюючи, можна стверджувати, 
що чинне законодавство створює достатню 
основу для укладення договорів онлайн-
тренувань, однак містить значні прогалини 
у частині ідентифікації сторін, верифікації 
підписів, регламентації цифрових доказів 
та забезпечення конфіденційності даних. 
Це потребує подальшого удосконалення 
нормативної бази з урахуванням практич-
них викликів цифрової взаємодії та європей-
ських стандартів правового регулювання.

Висновки. Проведений аналіз дає під-
стави стверджувати, що укладення догово-
рів онлайн-тренувань в електронній формі 

є перспективним та водночас комплексним 
правовим явищем, яке потребує чіткого 
нормативного врегулювання. Договори 
онлайн-тренувань поєднують елементи 
класичного договору про надання послуг 
із специфікою цифрового середовища, що 
зумовлює особливі вимоги до ідентифіка-
ції сторін, підтвердження волевиявлення 
та забезпечення належної доказової бази. 
Встановлено, що чинне законодавство 
України, зокрема Цивільний кодекс, Закон 
«Про електронну комерцію» та Закон «Про 
електронні довірчі послуги», створює пра-
вову основу для укладення таких право-
чинів, однак не враховує низку практич-
них аспектів, характерних саме для сфери 
онлайн-тренувань.

До ключових проблем належать: від-
сутність єдиного підходу до визначення 
істотних умов договору онлайн-трену-
вань; неповна регламентація механізмів 
підтвердження згоди сторін; недостатня 
визначеність статусу цифрових дока-
зів; обмеженість законодавчих гаран-
тій захисту персональних даних під час 
надання тренувальних послуг, що ґрунту-
ються на відеозаписах, фотофіксації, пер-
соналізованих рекомендаціях та медичних 
даних замовника. Це формує ризики пору-
шення прав споживачів, недобросовісного 
виконання зобов’язань та зловживань 
у процесі надання дистанційних послуг.

Узагальнюючи, слід зазначити, що для 
підвищення ефективності цивільно-право-
вого регулювання необхідним є вдоско-
налення нормативної бази шляхом кон-
кретизації критеріїв електронних доказів, 
уніфікації вимог до договорів у цифровій 
формі, уточнення процедур ідентифіка-
ції сторін та посилення гарантій захисту 
персональних даних. Гармонізація націо-
нального законодавства з європейськими 
стандартами забезпечить підвищення 
правової визначеності, прозорості та без-
пеки онлайн-тренувальних послуг, сприя-
тиме формуванню довіри між виконавцями 
та споживачами, а також розвитку ринку 
цифрових сервісів в Україні.
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